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Glossary

ABPK Anti-corruption Agency

BcBP Belgrade centre for security Policy

BcsP Belgrade centre for security Policy

BdP gdP

gdP gross domestic Produce

BiA security information Agency

ciA central intelligence Agency

dri state Audit institution

EK European commission

Eu European union

FBi Federal Bureau of investigation

gis general service inspector

gŠ general staff

iO defence inspectorate

JnOB defence sector Public Procurement

mO ministry of defence

muP ministry of the interior

nOB defence and security sector procurement subject to the law
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nVO Arms and military equipment

Ocd civil society Organisations

OKsB security service control committee

OOuP defence and internal Affairs committee

Poverenik commissioner for information of Public importance 
 and Personal data

Pu Police department

rs republic of serbia

sAd united states of America

sBPOK Organised crime service

snB national security strategy

sO defence strategy of the republic of serbia

suKP internal Affairs sector

uJn Public Procurement Office

uKP criminal Force directorate

VBA military security Agency

Vgc military construction centre

VOA military intelligence Agency

Vs Armed Forces of serbia

ZJn law on Public Procurement
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introduction

integrity building in security institutions implies existence of effective external 
oversight, conducted by the national Assembly, independent state bodies1, judici-
ary, media and civil society. since it is particularly characteristic of the security 
institutions that some aspects of their work are not available to the public, the re-
sponsibility of the institutional actors who oversee them is quite high. due to this 
the improvement of work of oversight institutions is of paramount importance for 
effective external oversight and achievement of general objectives of the security 
institutions. 

Out of all the enlisted institutional actors who are tasked with oversight of the 
security institutions, the national Assembly was the one that was most poorly as-
sessed in 2012.2 it is, however, clear that the Parliament is an essential oversight 
actor that cannot be avoided for several reasons. the control function is one of 
the basic functions of the Parliament which should contribute to the greater ac-
countability of the executive power institutions. given that the Parliament is the 
body that is directly elected, the parliamentary oversight should also contribute to 
the increased legitimacy of the institutions. the parliamentary oversight is done 
primarily through the working bodies, committees specialized in oversight of spe-
cific institutions, or in implementation of specific policies, which ensures that the 
oversight is systemic and continuous.

this research is focusing on the role of the Parliament in the oversight of those 
aspects of the security institutions’ work where the corruption risks are particularly 
prominent: budgeting and management of finance, public procurements, material 
resources management, human resources management, application of special pro-
cedures and measures for secret intelligence gathering. the initial overview of 
the Parliament’s activities in this area indicates that the Parliament, as an exter-
nal oversight actor, is yet to get involved effectively in the fight against corrup-
tion and integrity building in the security institutions. in the previous Parliament 
(2012-2014) there were some improvements; for the first time ever the state Audit 
institution’s report on annual financial report of a security service was discussed 
in the Parliament. however, the general impression is that the oversight has not 
been established yet in the aspects of security institutions’ work where there is the 

1 The independent state bodies who at the moment oversee the security sector institutions are: State Audit Institu-
tion, Anti-Corruption Agency, the Ombudsman (Protector of Citizens), Commissioner for Information of Public Impor-
tance and Personal Data Protection, Commissioner for Protection of Equality, Public Procurement Administration and 
Republic Commission for Protection of Rights in Public Procurement Procedures. 

2  Miroslav Hadžić and Sonja Stojanović Gajić (ed.), Yearbook of Security Sector Reform in Serbia (Belgrade: Belgrade 
Centre for Security Policy/Official Gazette, 2012)
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most prominent corruption risk; furthermore, the mPs failed to react to a number 
of affairs that over the past years indicated that there were examples of systemic 
corruption in some security institutions.

in this paper we will provide an overview of the mechanisms that the Parliament 
has at its disposal in control and oversight of the security institutions and we will 
assess to which extent those mechanisms have been used so far, especially in the 
areas which are in the focus of our interest. the central part of the analysis aims 
at indicating at the problems which hinder effective parliamentary oversight. Fi-
nally, we will analyze an example of good practice, i.e. of an improvement which 
was noted during the oversight by the committee for control of security services; 
this will be done in order to establish which factors could contribute to the im-
provement of parliamentary oversight and a more active role of the Parliament in 
integrity building in the security sector. it also needs to be underlined that in the 
further text when we talk about the committee for control of security services we 
will refer to the one from 2012-2014 Parliament; the same applies to the commit-
tee for defence and internal Affairs.

the national assembly’s Oversight of the security 
sector

the main part of parliamentary oversight of the security sector institutions is done 
through the responsible committees – the committee for defence and internal 
Affairs (cdiA) and the committee for control of security services (ccss). Both com-
mittees have the authority to consider regular reports from the institutions they 
oversee – the ministry of defence and the ministry of interior, i.e. the security and 
intelligence services. Apart from these two committees, we need to mention the 
committee for Finance, state Budget and control of Public resources, which is, 
among other things, in charge of controlling the execution of the state budget 
and appropriate financial plans in the aspects of lawfulness, purposefulness and 
efficiency in the use of public resources. the mPs, regardless of their membership 
in these committees, can get informed on the work of the institutions through mPs’ 
questions, as well as through requesting information and explanations. in case of 
events that indicate systemic corruption, the national Assembly has the possibil-
ity to establish temporary working bodies, investigative committees and commis-
sions, in order to get an overview of the situation in a certain area and to establish 
the facts on certain phenomena and events. the mPs have another instrument to 
serve similar purpose – mPs’ questions on the current issue, when any caucus can 
propose a current topic and ask the line minister or other responsible official to 
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come and answer the questions on this specific topic in a designated parliamentary 
session.

the committee for defence and internal Affairs was not particularly proactive: be-
tween July 2012 and February 2014 there were 17 sessions, and the agenda was of-
ten limited to adopting the laws on ratification of international agreements. there 
was only one thematic session.3 On only one occasion were the regular reports of 
the ministry of interior discussed, whereas the regular reports of the ministry of 
defence were not discussed at all. this committee also never discussed the pro-
posed budgets of the ministry of defence and the ministry of interior. On the other 
hand, the committee for control of security services held 20 sessions by the end 
of 2013; the decisions were adopted to govern the sessions in which confidential 
data were discussed, as well as the oversight visits to the security services. this 
committee regularly discussed reports submitted by the services, the report of the 
inspector general for the military security services, the state Audit institution’s 
report on the review of annual financial report of the security and intelligence 
Agency. it also conducted oversight visits to all the security services. the commit-
tee for Finance, state Budget and control of Public resources has not been particu-
larly involved in control of utilization of resources in specific institutions, including 
the security institutions. in 2012-2014 Parliament, this committee was dedicated 
to the legislative tasks. given the wide scope of responsibilities of the committee 
and the expected intensive legislative activities in the area of finance, it is doubtful 
whether it would be able to get involved in the oversight of the security institu-
tions in the upcoming period.

the ongoing activities in the security institutions have never been a topic that 
featured in the mPs’ questions within the current issues, nor did the investigative 
committees or commissions focused on it. in the previous Parliament (2012-2014), 
the mPs had only 19 questions for the security institutions, which is only 2.3% of 
the total of 832 mPs’ questions.4 during the same timeframe there was only one 
investigative committee established.5   

3  14th session of the Committee for Defence and Internal Affairs was held together with the Committee for Control 
of Security Services on 13 November 2013.  Both committees invited the representatives of the following institutions 
to attend: Ministry of Interior (MoI), Security and Intelligence Agency, Military Security Agency and Military Intelligence 
Agency. The representatives of the MoI and the security services informed the members of the committee on the acti-
vities of the extremist sports fans groups and extremist organizations at the territory of the Republic of Serbia.

4  Vladimir Erceg, Poslanička pitanja kao mehanizam parlamentarne kontrole sektora bezbednosti (Beograd: BCBP, 
2014), 15.

5  Investigative committee to establish the facts on the utilization of the Republic of Serbia’s budget resources at the 
territory of the Autonomous Province of Kosovo and Metohija between 2000 and 2012.
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Obstacles to effective oversight

issues with legal framework 

despite the improvements made over the past few years, the prerogatives of the 
control and oversight of the national Assembly of the republic of serbia (nArs) 
of the security sector institutions are still not sufficient, and the existing ones are 
not consistently utilized in our legal framework. On one hand the control preroga-
tives refer to specific powers that the national Assembly has regarding the control 
and oversight of the security sector institutions, and on the other they refer to the 
responsibilities these institutions have towards the national Assembly.

Although there was a gradual improvement over the past eight years in the legal 
framework in this area6, it was incomplete and unsystematic, which created gaps 
that prevented the national Assembly from fully performing its control function, 
which further created the space for corruptive and unjustifiable actions within the 
security sector institutions.

Efficiency of the oversight performed by the parliamentary committees depends 
largely on the authorities and powers they have. As it has already been underlined, 
these responsibilities and powers are defined through the legal enactments that 
govern the work of the national Assembly, but also of the state institutions whose 
work the committees oversee. Apart from the law on the national Assembly, the 
responsibilities and powers of the parliament have been defined in principle in 
the constitution of the republic of serbia, whereas the standing rules and Proce-
dures further specify those powers and responsibilities and define the procedure 
for their implementation. Whether the Parliament would effectively control and 
oversee the security sector institutions or it would do so only figuratively, depends 
largely on the quality of provisions of the legal enactments.

in further text we will analyze the most problematic points of the legal frame-
work for the implementation of parliamentary control and oversight and we will 
offer the solutions. since many legal framework problems cause the problems in 
practice in this area, we would like to underline that the classification used in this 
paper – legal framework problems and practice problems – is only conditional and 
is based more on the focus on the problems causes, rather than their precise and 
final definition.    

6  Primarily through adoption of the Law on the National Assembly and the new Standing Rules and Procedures of the 
NARS (2010), as well as the Law on the Bases Regulating Security Services (2007) and the new Law on Military Security 
Agency and Military Intelligence Agency(2009).
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reporting to committees is not systematic and comprehensive

Consistency of responsibilities when it comes to the reporting to the parliamentary 
committees would contribute to the committee members’ clearer picture of situation 
in the security institutions, whereas extension of this reporting responsibility to other 
actors would improve the control of security institutions.  

majority of relevant actors from the security sector are legally obliged to report 
to the Parliament and its relevant committees about their work. What is most of-
ten criticized in regulations that govern this reporting is the incoherence of the 
legislation, different treatment of equally important actors, and the fact that some 
actors are left out of the reporting process. A particular problem lies in the fact 
that the regulations do not prescribe what type of information the reports must 
contain.

regarding the incoherence of regulations, one of the examples is the provision of 
the standing rules and Procedures which envisages that the committee for de-
fence and internal Affairs considers ”the activity report of the ministry in charge 
of internal affairs on the security situation in the republic of serbia, submitted to 
the national Assembly at its request”.7 According to this provision, it is not clear 
whether this is one report or two – one on the activities of the ministry and the 
other one on the security situation. in the section of the standing rules and Pro-
cedures that governs the government’s reporting on its work to the Parliament, 
another provision defines that the minister informs the relevant committee on the 
work of the ministry once in three months.8 Both of these (incoherent) provisions of 
the standing rules and Procedures are inconsistent with the provision of the law 
on Police which defines the duty of the minister to report to the national Assem-
bly once a year9, and not by the Parliament’s request, as stipulated in the standing 
rules and Procedures. reporting of the security and intelligence agency was more 
sensibly divided into Activity report and the report on security situation in the 
republic of serbia, both submitted twice a year.10 According to the standing rules 
and Procedures, the ministry of defence is due to report once in three months11, 
but there is no such provision in the law on defence. such an inconsistency and 
different obligations of the actors from this sector lead to the situation in which 
the ministry of defence is submitting the report on its work every three months, the 
security and intelligence Agency two bi-annual reports and the ministry of interior 

7  Standing Rules and Procedures of the National Assembly of the Republic of Serbia, Art. 49. Para. 1. Item 8.

8  Ibid, Art. 229. Para. 1.

9  Law on Police, Art. 9.

10  Law on Security and Intelligence Agency, Art. 17. 

11  Standing Rules and Procedures of the National Assembly of the Republic of Serbia, Art. 49. Para. 1. Item 6.
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one very extensive annual report.12 Even at the first glance it is clear that some of 
these solutions are not aligned with the size and the significance of these institu-
tions. the practice of reporting should be resolved in a systematic way. it would be 
desirable to introduce the same rules of reporting and clear distinction between 
the types of reports. the time schedule for submission of the reports is also some-
thing to pay attention to, in order to avoid the committees having too many reports 
on their agenda in a very short timeframe, which could affect the thoroughness of 
their consideration. 

Among the security sector institutions there are several very important bodies 
which should also be obliged to report to the national Assembly. One of the as-
pects that has been emphasized is the problematic position of the head of Bureau 
for coordination of security services13, as well as the lack of oversight of this body. 
the powers and responsibilities of the committee for control of security services 
fully justify the obligation to be introduced for the Bureau to report to the commit-
tee.  Besides, it would be justified to envisage the participation of the committee 
chair in the Bureau’s sessions. When it comes to the national security council, the 
committee for defence and internal Affairs should be familiar with its work, if not 
participate or be represented in its sessions. it would make sense if the cdiA was 
familiar with the reports of the defence inspectorate, which are already submitted 
to the President of the republic and to the minister of defence. Furthermore, based 
on the risks identified by the Ombudsman and the commissioner for information of 
Public importance and Personal data Protection14, it is obvious that there is a need 
to introduce additional mechanism for control of security services and their work. 
it is necessary to establish the practice of reporting to the ccss on the records of 
requests for access to electronic data15; this is in order to strengthen the oversight 
of application of measures of security services’ access to the data retained by the 

12  At the session of the CDIA on 12 December 2012 two three-monthly reports on the MoI’s work (April-September 
2012) were considered at the same time.  This indicates that the provisions of the Standing Rules and Procedures ate 
applied in practice, and not of the Law on Police.

13  This function was introduced in 2007 in the Law on the Bases Regulating Security Services and by establishment 
of the National Security Council. The Secretary of the Council also acts as a Head of the Bureau for Coordination of 
Security Services, and until 2012 this was by default a Chief of Staff of the President of the Republic of Serbia. After the 
amendments to the Law were adopted in June 2012, the Secretary of the Council is appointed by the President of the 
Republic of Serbia. Aleksandar Vucic, a Minister of Defence and Deputy Prime Minister at the time, was appointed in 
2012 as Secretary of the National Security Council (and at the same time a Head of the Bureau for Coordination of Se-
curity Services). After the new Government was formed in 2014 and after Aleksandar Vucic became the Prime Minister, 
he remained at the post of the coordinator of security services. Such a practice implies serious concentration of power 
in one figure from the top level of the executive; since the new Government was formed this has meant that the laws 
and the principle of division and balance of power have been breached. In case of coordination of security services 
this balance should be ensured through the National Security Council as the body which is under the leadership of the 
President of the Republic. 

14  14 proposals of Šabić and Janković for personal data protection.

15  According to the Law on Electronic Communications, Art. 130a.
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electronic communications operators16. Furthermore, the committees should pay 
particular attention to the situation regarding protection and safety of data in 
electronic communication network of the operators, as well as the data retained 
by the operators. the existing practice indicates that the oversight in this area has 
been completely neglected. When we take into consideration that the safety of 
electronic data is one of the greatest security challenges in the world, it is hard to 
justify the failure to introduce the oversight in this area as well. 

Table 1: Reports of the state security sector actors to the National Assembly and its 
relevant committees

state body report how often? Who is 
considering it?

government Activity report from previous 
yeara

not later than 60 days be-
fore adopting the final bal-
ance account of the budget

nArs

govern-
ment and its 
members

Activity reportb upon the nArs request nArs or its 
responsible 
committee

moi report on the ministry’s 
activities and the security 
situation in the rsc

Once a year, or more often at 
the nArs’ request or when 
needed

cdiA

moi report on the issues that fall 
under the responsibility of 
the cdiAd

At the cdiA’s request cdiA

md ministry of  defence activity 
reporte

three-monthly during the 
sitting

cdiA

ministry in 
charge of for-
eign trade

report on foreign trade of 
controlled goods

Annual report nArs

government report on export and import 
of dual use goods 

Annual report submitted to 
the nArs

nArs – without 
deliberation

government report on the 
implementation of the 
annual plan of the use 
of the Armed Forces and 
other defence forces in the 
international operations 

Annual report

security and 
intelligence 
Agency (BiA)

report on the Agency’s 
activitiesf / report on the 
Agency’s activities and 
security situation in the rsg

regular report once dur-
ing the sitting; additional 
reports at the request of 
responsible committee

ccss

16  Operator is a legal term for a person who performs or is authorized to perform electronic communications. (Law 
on Electronic Communications, Art. 4. Para. 1. Item 30)
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military security 
Agency (VBA)

report on the Agency’s 
activitiesh

regular report once dur-
ing the sitting; additional 
reports at the request of 
responsible committee

ccss

military intel-
ligence Agency 
(VOA)

report on the Agency’s 
activitiesi

regular report once dur-
ing the sitting; additional 
reports at the request of 
responsible committee

ccss

gis report on the control of gij At least once a year ccss

ministry of 
Justice

Activity report on enforce-
ment and control of enforce-
ment of the law on data 
confidentiality

Annual report cdiA

a Law on Government, Art. 36 and Law on NARS Art. 56. Para. 2.
b Law on Government, Art. 36. Para. 2.
c Law on Police, Ar. 9; Standing Rules and Procedures of NARS, Art. 49. Para. 1. Item 8.
d Law on Police, Art. 9;
e Standing Rules and Procedures of the NARS, Art. 49. Para. 1. Item. 6.
f Law on the Bases Regulating Security Services, Art. 18; Standing Rules and Procedures of the NARS, 

Art. 66. Para. 1. Item 6.
g Law on Security and Intelligence Agency, Art. 17. 
h Law on the Bases Regulating Security Services, Art. 18; Standing Rules and Procedures of the NARS, Art. 66. 

Para. 1. Item 6.
i Law on the Bases Regulating Security Services, Art. 18; Standing Rules and Procedures of the NARS, 

Art. 66. Para. 1. Item 6.
j Law on Military Security Agency and Military Intelligence Agency, Art. 54. Para. 4.

Additional weakness in the reporting practice is the lack of a direct communication 
and reporting channel in all important control bodies within the security institu-
tions the national Assembly and its responsible committees.17 the possibility to 
approach the national Assembly directly is envisaged in the law on military se-
curity Agency and military intelligence Agency; inspector general for the agencies, 
the head of internal control and individual members of the agencies can approach 
the national Assembly.18 introducing the practice of reporting (even if it is not 
regular, but at the request of a committee) to the internal control bodies and the 
possibility of their direct approach to the national Assembly, would significantly 
improve the autonomy of the internal control bodies and increase the integrity of 
security institutions’ work. 

Apart from the activities of the actors, another aspect that should be strengthened 
is the oversight role of the Parliament in the areas such as import and export 
of weapons, military equipment and dual-use goods. the current law on Foreign 
trade of Weapons, military Equipment and dual-use goods from 2005 envisages 

17  The situation in the MoI is particularly problematic, since its Internal Affairs Sector controls the work of more than 
40,000 police officers and it is entirely accountable only to the minister.

18  Law on Military Security Agency and Military Intelligence Agency, Art. 51.
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that the government (council of ministers of serbia and montenegro) adopts the 
annual report on the foreign trade of controlled goods; the report is prepared by 
the ministry in charge of foreign trade which informs the Assembly (serbia and 
montenegro).19 the proposed law on export and import of weapons and military 
equipment, which is currently in the parliamentary procedure, is to a certain extent 
more specific: it envisages that the government would send the report to the As-
sembly after first adopting it.20 however, the new law should go even further and 
stipulate explicitly that the Assembly should consider and discuss this report. the 
standing rules and Procedures of the national Assembly should clearly resolve 
the potential dilemma on which committee is responsible for oversight of foreign 
trade in weapons, military equipment and dual-use goods. the most sensible solu-
tion is the committee for defence and internal Affairs, since it already has respon-
sibility to debate the issues regarding the trade and transport of weapons21, i.e. 
armament and military equipment.22

the committees should also monitor the progress that the security institutions 
achieve in fight against corruption and in implementation of their integrity plans. 
the achieved and planned progress in this area should be subject to dedicated 
reports or dedicated chapters within regular activity reports. 

application of special investigative measures in the work of the moi/ cid 
without oversight

Extending the committee’s oversight responsibilities to the application of special in-
vestigative techniques in the work of the MoI/ CID would ensure a more complete 
oversight in this area. 

due to rapid technological development and increased availability of the tech-
nologies for secret surveillance of electronic communications, it has never been 
more justified to control the lawfulness of the work of security services. On the 
other hand, along with the oversight it is necessary to maintain the efficiency of 
the services in order to enable them to achieve their tasks and objectives. due to 
nature of the task they perform, especially when special procedures and measures 
for secret intelligence gathering are applied, it is not defensible to insist on full 
transparency of the security services’ work. non-transparent work increases the 
possibility for abuse and it makes the possibility of detecting irregularities much 

19  Law on Foreign Trade in Weapons, Military Equipment and Dual-use Goods, Art. 28. Para. 3.

20  Proposed Law on Import and Export of Weapons and Military Equipment, Art. 28. Para. 3.

21  Standing Rules and Procedures of the National Assembly of the RS, Art. 49. Para. 1. Item 1.

22  Standing Rules and Procedures of the National Assembly of the RS, Art. 49. Para. 1. Item 2.
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more difficult. therefore the judicial control and parliamentary oversight are cru-
cial for preserving the legality and the purposefulness of the services’ work. the 
committee for control of security services was established for this reason, and its 
members have the right of access to confidential data regarding their oversight 
and control function23. however, apart from the security services, the crime in-
vestigation directorate of the ministry of interior also applies the measures that 
encroach on privacy of citizens. the committee does not oversee the legality of 
application of these measures, although the standing rules and Procedures give 
that right in principle24. it is our belief that the committee did not oversee the 
measures applied by the cid due to unclear responsibilities and competences of 
the two committees. the committee for defence and internal Affairs controls and 
oversees the work of the moi, but the committee for control of security services is 
in charge of overseeing the legality of application of special measures and proce-
dures for secret intelligence gathering. this has led to the situation that even the 
mPs who are more familiar with the issue are uncertain which committee should 
be in charge of overseeing these measures as applied by the moi25. Additional con-
fusion is caused by the different terms that are used in legal documents to denote 
the procedures and measures which encroach on the inherent civic rights26. such 
a semantic inconsistency should certainly be removed from the future amended 
laws, so that the control mechanisms can have the same and unambiguous inter-
pretation of those measures and procedures27.

there is no need to elaborate on the need to extend the oversight to the cid as well. 
it would be sufficient to look at the following fact: according to the report of the com-
missioner for information of Public importance and Personal data Protection, between 
June 2011 and June 2012 the state bodies had over 270,000 accesses to the retained 
data related to the activities of electronic communication users, and this with only one 
out of six operators. By far the largest number of requests for access to the data was 
submitted by the moi.28 non-existing oversight of these measures contributes to the 
increased possibility for corruptive or illegal activities. the specialists in this domain 

23  Law on Data Confidentiality Art. 39. 

24  Standing Rules and Procedures of the NARS, Art. 66. Para. 1. Item 4: “The Committee) oversees the legaility of appli-
cation of special procedures and measures of secret intelligence gathering”.

25  Interview with Momir Stojanović, an MP.

26  See Table 2.

27  One of possible solutions can be putting all the measures and procedures that encroach on privacy of citizens 
under one term, e.g. as it was done in the Law on Military Security Agency and Military Intelligence Agency – “special 
procedures and measures for secret intelligence gathering”. We believe that the simplest and most accurate term 
would be “special measures”.

28  Commissioner for Information of Public Importance and Personal Data Protection. Report on law enforcement 
for 2012: 60.
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say that the adopted Amendments to the law on Electronic communication29 cre-
ate preconditions to have efficient dual record keeping of accesses – both with the 
services (including the cid) and the operators; these records could be made available 
to the oversight and control bodies, which would be a concrete measure that would 
significantly improve the safety in this domain30. 

A comprehensive parliamentary oversight in this area is also needed because the Par-
liament not only oversees the application of special measures from the perspective 
of protection of citizens’ rights, but also from the perspective of increased efficiency 
of institutions which apply these measures. unjustified tapping or secret surveillance 
requires the engagement of people and equipment that could be used otherwise, and 
all these expenses fall on the tax payers. this issue should certainly be resolved in all 
the laws that govern the application of these measures by the security institutions. 

Table 2: Different terms for secret intelligence gathering measures that deviate 
from the guaranteed citizens’ rights

legislation term note

law on security and 
intelligence Agency 
(2003), Art. 13

(special) measures that deviate 
from the inviolability of secrecy of 
correspondence and other forms of 
communication

the most dated piece of legisla-
tion, the measures in question are 
least specified.

law on military securi-
ty Agency and military 
intelligence Agency 
(2007), Art. 12

special procedures and measures 
of secret intelligence gathering 
from within the responsibility of 
the military security Agency

Wider category than the measures 
which deviate from the principles 
of inviolability of secrecy of cor-
respondence and other forms of 
communication. All measures are 
specified.  

criminal Procedure 
code (2011)

secret surveillance of communi-
cation; secret surveillance and 
recording

Within special evidence-gathering 
measures.

law on Police special investigative techniques techniques specified in the 
law that governs the criminal 
procedure.

legislation establish-
ing ssim

special investigative methods including conventional and elec-
tronic surveillance. 

29  Amendments to the Law on Electronic Communications, adopted in June 2014.

30  Conclusions from the expert consultations “Partnership for integrity in security sector”, held at Fruska gora from 
9-11 July 2014. 
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committees hardly achieve continuity from one parliament to another

Introducing the possibility for the committees to adopt bye-laws that would stay in 
force from one parliament to another would facilitate the process of internal organi-
zation and strengthen the authority and continuity of the work of the parliamentary 
committees.  

According to the members of both committees, the work of the committees is 
somewhat hindered by the fact that neither the law nor the standing rules and 
Procedures envisage the possibility to adopt internal bye-laws that would perma-
nently govern their work and define the procedures for performing the tasks from 
their area of competence31. the members of the committee have to manage with 
the existing powers and competences that are not always adequate in order to es-
tablish some form of internal organization. the committee for control of security 
services within 2012 parliament established an internal working group that had 
the task to develop a form of sOP that would regulate direct oversight of security 
services. the sOP has been developed, but it has been adopted in the form of the 
committee’s decision, which is according to its members, not practical solution and 
its duration is unknown, given that each new committee has to adopt that decision 
again if they still want to enforce it32. By adopting permanent internal by-laws33 the 
committees would be able to clearly regulate certain procedures they undertake in 
order to fulfil their responsibilities – e.g. in the areas of handling confidential data, 
conducting oversight visits, conducting joint sessions in which the confidential 
data are discussed, etc. given that the members of the committees change every 
time the new parliament is elected, such a practice would certainly facilitate the 
work of every new committee, it would save time and strengthen the authority and 
the power of the committee. 

31  Interview with Jadranka Joksimović, an MP. Interview with Miomir Stojanović, an MP.

32  Members of the Committee for Control of Security Services at the second session in 2014 (held on 12 June 2014), 
voted again on these decisions.

33  E.g. “Committee’s Standing Rules and Procedures”
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too wide definition of powers and responsibilities of the committee for 
defence and internal affairs

More precise definition of the powers and responsibilities of the Committee for Defence 
and Internal Affairs would raise the level of activity of the committee and the quality of 
oversight it performs.  

By the constitution of the republic of serbia 
(2006), apart from other powers and respon-
sibilities, the national Assembly has a clearly 
defined responsibility to conduct control and 
oversight of the security services.34 the law 
on the national Assembly of the republic of 
serbia (2010) defines four equal functions 
of the national Assembly: legislative, repre-
sentative, control and elective35. the standing 
rules and Procedures of the national Assem-
bly from 2010 split the defence and security 
committee into two – committee for control 
of security services and committee for de-
fence and internal Affairs. this much needed 
change revealed all the weaknesses of the 
regulations, and the effects of the change in-
dicate to which extent the precision of the le-
gal provisions could influence the fulfilment 
of the purpose of the given institution. name-
ly, the old committee had very wide scope of 
responsibilities; it covered all the issues from 
the field of security, which in practice often 
resulted in lack of focus or inertia in the com-
mittee’s work. control of the security services 
was under the responsibility of this commit-
tee, but the approach was formalistic and 
extremely superficial36. the defence and se-
curity committee visited the military security 
Agency and the military intelligence Agency 
only twice in 2009, and not for the oversight purpose, but to get familiar with 

34  Constitution of the Republic of Serbia, Art. 99.

35  For some reason the legislator put the responsibilities of the committee over the security services under the legi-
slative function, whereas the oversight of the Government is under the control function. This is, in our opinion, more a 
formal rather than a fundamental inconsistency, but certainly the one that should be amended in the law.

36  Interview with a source close to the CCSS (2).

ccss:

• oversees (5)*
• considers (4)
• adopts (1)
• initiates (1)
• proposes (2)
• informs (1)
• establishes facts (1)
• adopts conclusions (1)
• reports (1)
• performs other tasks in line with the 

law and these standing rules and 
Procedures

OOuP:

• considers (31)
• controls (1)
• performs other tasks in line with the 

law and these standing rules and 
Procedures

Predicative of the responsibilities of 
the ccss and cdiA as stipulated by the 
standing rules and Procedures of the 
nArs, as an illustration of level of preci-
sion in defining the responsibilities *in-
dicated in the brackets how many times 
the predicative has been used
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the agencies’ work. the committee also delayed the discussions on the reports 
submitted by the security services. After the new standing rules and Procedures 
were adopted, the responsibilities of these committees were more precisely de-
fined. still, when it comes to the scope of work, the committee for defence and 
internal Affairs was de facto successor of the old defence and security committee 
and it continued with weak results in oversight of the institutions under its re-
sponsibility. unlike the committee for defence and internal Affairs, the committee 
for control of security services had very significant results compared to previous 
practice, which can partly be due to more precise definitions of its responsibilities 
and tasks37. this is additionally corroborated by a comment of one of the commit-
tee’s associates, who said that the efficiency of the sessions is definitely related to 
the fact that all the mPs have many responsibilities38. the provisions of the stand-
ing rules and Procedures clearly illustrate the said difference between the two 
committees: the cdiA considers the proposed laws in the area of defence, other 
issues related to the Armed Forces, as well as the issues of public safety and state 
security. this concept leaves the committee with the possibility to consider a vast 
numbers of significant issues, but on the other hand, they do not lead the members 
of the committee towards concrete solutions that could be used in consideration 
of the said issues, which often leaves them without such solutions. Furthermore, 
the cdiA does not have an explicit responsibility to control utilization of financial 
resources. On the other hand, the committee for control of security services con-
siders the reports and proposed laws, regulations and budget proposals, initiates 
and proposes the laws from within the area of security services’ competence, over-
sees the legality of utilization of resources and oversees the implementation of 
political neutrality policy, establishes the facts on the irregularities in the work of 
services and adopts conclusions on this matter, etc.39 Precisely defined responsibili-
ties of the committee for control of security services (ccss) facilitate the work of 
the committee members in a way that their responsibilities that they need to fulfil 
during the sessions are much more specific. We believe that this distinction, along 
with all the other favourable factors during the 9th elected nArs, made the ccss 
much more operational and efficient than its “older brother” – the cdiA.    

37  It is important to emphasize here that the activeness of the committee and the exercise of given powers and res-
ponsibilities are also under strong influence of the personality of the committee chair, the political parties composition 
of the committee and the expert support to their work. 

38  Interview with a person close to the CCSS (2).

39  Standing Rules and Procedures of the NARS, Art. 66. Para. 1.
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Weaknesses noted in conducting direct oversight of security services 

In order to have the procedure of direct oversight become a really effective control in-
strument, certain norms and regulations that govern it need to be changed. 

direct oversight is governed by the law on the Bases regulating security services. 
the law obliges the directors of the services to allow to the members of the com-
mittee, at the committee’s request, the access to the official premises, and insight in 
the documents, to provide information on the service’s activities and answer their 
questions.40 Enforcement of this in practice is of paramount importance because it 
enables the committee members to have a much more concrete contact with the 
service’s work, thus a greater degree of control of the service’s work. however, as 
it is the case with reporting, it is not sufficient that there is a practice in place in 
order to have effective oversight; it is also important to look into the nature of that 
practice. the members of the committee for control of security services in the 9th 
elected parliament adopted the decision which governs direct oversight. however, 
in spite of this achievement, there are still visible problems in conducting such an 
oversight. 

the ccss’ decision on the way in which direct oversight would be conducted did 
not establish how the delegation would be selected for the oversight visit and 
there is no obligation to include the committee members from the opposition par-
ties. this obligation should be introduced in order to improve the credibility of the 
oversight visits.

the law on the Bases regulating security services has some problematic pro-
visions that are imposing limitations to the mPs during their oversight visits in 
the form of ban to ask for the data on: a) methods of obtaining intelligence and 
security data; b) method in which special procedures and measures are applied; 
c) data and information obtained through the exchange with the foreign services 
and international organizations.41 According to these provisions, the members of 
the ccss are, among other things, denied the possibility to gain insight in how the 
operational work is done42. it is not clear why the confidentiality of the operational 
work methods is more important than the confidentiality of all the other data 
available to the committee members, especially given that the greatest risk of 
abuse of power lies in the operational work methods. Although knowledge of op-
erational work methods is not necessary for exercising parliamentary control, the 

40  Law on the Bases Regulating Security Services, Art. 18. Para. 1.

41  Law on the Bases Regulating Security Services, Art. 19. Para. 2.

42  It is important to note here that the access to the operational work methods does not mean access to the ongoing 
operations or to the information on the persons who are related to the operational work of the service (Ibid, Art. 19. 
Para. 2. Item 5)
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members of the ccss should definitely have the possibility to see whether there 
are control mechanisms and procedures that reduce the possibility of abuse in the 
operational work. the provisions that were mentioned deny the committee mem-
bers such right. Furthermore, it does not make sense that the data and information 
obtained through exchange with foreign services and international organizations 
are treated differently than the data obtained through the national services. those 
provisions of the law should be reviewed and if necessary specified in a way which 
would protect a legitimate interest of operational and safe work of the services, 
and at the same time enable realistic insight in implementation of this significant 
oversight and control mechanism.

it is necessary to define the procedure of random selection of cases from the serv-
ices’ archives. As testified by the committee members who participated in oversight 
visits43, the case in which the legality of the procedures would be checked was se-
lected from among the cases available in the archive. such a method of selection 
reduced the effectiveness of this measure to a certain degree, since it would be 
hypothetically possible to physically remove dubious cases from the archive. in 
order to reduce the abuse to minimum, the committee members should select the 
cases exclusively by the number under which they were recorded.  

Other instruments of parliamentary oversight remain unused

By improving and precisely defining the instruments for control of the Govern-
ment’s work, their efficiency can be improved and the control role of the parliament 
strengthened. 

the mPs have a wide spectrum of available instruments to question the work of 
security institutions and formulate the recommendations on how to improve their 
work at the level of laws and policies. A large portion of these instruments is not 
being sufficiently used, but there are obvious problems in how the instruments are 
regulated. 

mPs’ QuEstiOns: the right to ask mPs’ questions us one of the fundamental rights 
that the mPs have at their disposal for control of the government’s work44. the 
mPs’ questions can be asked in a day designated for that purpose, in writing and 
by seeking information or explanation. the mPs also have the possibility to ask 
questions to specific government members on the current issues. Each of these 

43  Interview with Jadranka Joksimovic, an MP.

44  Law on the National Assembly, Art. 56. Para. 2. 
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mechanisms of mPs’ questions has its weaknesses, which make them a less power-
ful instrument of control than they should be.

Every last thursday of a month, during the ongoing session, the regular work on the 
agenda is suspended between 4Pm and 7Pm and the members of the government 
come to the Parliament to answer the mPs’ questions. According to the records, in 
average one third of the government members do not attend these sessions, there 
is no mechanism to regulate their presence and even in the standing rules and 
Procedures there is no explicitly stated obligation to participate. Furthermore, their 
absence is not explained, which is also hard to justify. A major weakness in the 
procedure stipulated in the standing rules and Procedures lies in the obligation to 
have these sessions only on the last thursday in a month (during a regular sitting 
of the parliament), “at the ongoing session”45. such an inflexible provision means 
that the mPs and the government members may not meet if there is no session 
scheduled on that thursday. the practice showed that this used to happen and 
some mPs objected because of the issue. if it would be defined that the day for the 
mPs’ questions is the last day of the month in which the parliament is sitting, this 
would ensure presence of the government members in front of mPs once a month. 
Another significant problem is the lack of provision in the standing rules and 
Procedures which would set the time limit for the government member’s speech. it 
used to happen that some ministers take so much time in providing their answers 
that they prevent any further questions. the lack of this provision is difficult to 
understand given that the provision that governs answers to the mPs’ questions on 
the current issues strictly limits the time for the government members’ answer to 
five minutes46.      

When the mPs’ questions are submitted in writing, there is the problem of obtain-
ing the answer. the government is obliged to answer the mPs’ questions47, but the 
existing legislation does not envisage any accountability if the answer is not pro-
vided. Around 40% of mPs’ questions remain unanswered. it is necessary to explic-
itly prescribe the obligation of the state institutions to answer the mPs’ questions 
and envisage the sanctions or other measures in case there is no answer.

PuBlic hEArings: Public hearings are organized in order to obtain information 
and expert opinion on the laws in procedure, but also with the aim to fulfil the con-
trol function of the national Assembly.48 however, the standing rules and Proce-
dures do not set any expectations form the public hearings. there is no obligation 

45  Standing Rules and Procedures of the NARS, Art. 205. Para. 1.

46  Ibid, Art. 214. Para. 2.

47  Ibid, Art. 206. 

48  Standing Rules and Procedures of the NARS, Art. 83.
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of the members of the committee which is organizing a public hearing to attend49, 
nor is there the obligation of the committee to subsequently consider the report 
from the public hearing. in practice this has meant that some public hearings re-
sembled “talk shops” – the events that are almost always without any concrete 
results. in that sense one can hardly hold it against the ccss and the cdiA for not 
having any public hearings during the previous parliament. By introducing the ob-
ligation to consider the report from the public hearing at the following session of 
the committee, the significance of this instrument would be increased and it would 
lead to having the conclusions at the end of every hearing.

inVEstigAtiVE cOmmittEEs: numerous affairs in the security institutions gave 
reason in the past to establish an investigative committee which would systemati-
cally question the irregularities in the work of the institutions and it could offer 
the recommendations for resolving those irregularities. however, this did not hap-
pen nor was the possibility even mentioned. this is above all the issue of common 
practice and the lack of will among the mPs to obtain answers related to the top-
ics that are significant for security. Partly, the problem is also in the fact that this 
instrument has not been defined precisely enough. the standing rules and Proce-
dures do not explicitly stipulate how many mPs it takes to initiate establishment 
of an investigative committee or an investigative commission50.             

Problems in practice 

government’s dominance over the national assembly 

the national Assembly is the supreme representative body and the pillar of con-
stitutional and legislative power in the republic of serbia. the national Assembly 
elects the government and oversees its work. the government is accountable to 
the national Assembly for the policies and politics of the republic of serbia, for 
enforcement of the laws and other general enactments of the national Assembly 
and for the work of the state administration bodies.51 From these provisions of the 
serbian constitution it is clear what the position of the government is in relation 
to the national Assembly as the most supreme body of sovereignty in the state.

in practice the national Assembly does not give the impression of an institution 
of such an authority. majority of the public and a number of mPs agree with this 

49  Ibid, Art. 83. and 84.

50  Standing Rules and Procedures of the NARS, Art. 68. and 69.

51  Constitution of the Republic of Serbia, Art. 98; Art. 99. Para. 2. Item 1; Art. 124.



26

PArliAmEntAry OVErsight And intEgrity Building in sEcurity institutiOns

statement. A former member of the security 
and defence committee and of the commit-
tee for defence and internal Affairs believes 
that the work of the committees is not serious 
enough in its essence and that it is reduced 
to mere fulfilment of the obligations which 
all come down to adoption of the laws and 
reports52. “An mP is autonomous in his/her 
work, but the system is set in a way that the 
mP would not get what he/she asks for in an 
adequate way. he/she is not expected to ask 
relevant questions”, said our interviewee. Oth-
ers from the Parliament say that there is lit-
tle more that the committees could do within 
their control function than considering the reports and occasionally reacting to the 
current events53. the passiveness of the opposition mPs in the previous parliament 
indicates that they do not see the parliament as the space where they could get 
political points. such a practice has survived even after the direct live streaming 
of all the committees sessions. the problem of the mPs’ passiveness is one side of 
the coin which explains the perception of the domination of the executive power 
over the legislative.

On the other hand, the behaviour of the executive power towards the institution 
of the parliament reveals the lack of accountability towards the national Assembly 
and the space for informal influence on the mPs. the ministers often fail to par-
ticipate when invited to the committee sessions, they do not all show up on the 
day designated for the mPs questions54, they prevent the questions to be asked, 
despite being formally present, by leaving the room several times during the ses-
sion55, or they do not fully answer the questions56. the security institutions that the 
Parliament should oversee hesitate to share confidential data57 with the author-
ized members of the relevant committees58. many big affairs remain without public 

52  Interview with Konstantin Samofalov, an MP.

53  Conclusion from the expert consultations “Partnership for integrity in the security sector” held in Fruska gora from 
9-11 July 2014. 

54  Source: NARS. In average, every time one third of the total number of ministers miss the sessions.

55  E.g. Minister of Defence left the MPs questions session on 29 May 2014, which can be seen in the transcript of the 
session available at this webpage: http://goo.gl/SbUrXO

56  40% of questions submitted in writing remain unanswered, Erceg, Poslanička pitanja, 29. 

57  Jadranka Joksimovic, an MP, pointed out in an interview that the services were afraid to share the information 
with the members of the Committee, but that this situation was improved by holding the sessions that were closed 
for the public. 

58  Interview with Konstantin Samofalov, an MP. 

in case of information on confidential 
procurements, there is again the conflict 
between the need to protect the data 
on sensitive procurements, the release 
of which could jeopardize security, and 
the need to prevent unjustified procure-
ments and abuse. there are examples 
of procurement where confidentiality 
could in no way be justified. Often goods, 
works and services that are not of a sen-
sitive kind or whose protection could be 
achieved in another way, are included in 
these types of procurements.
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reactions of the mPs. When the newspapers were writing for months about the cor-
ruption at the top levels of the police, the responsible committee never considered 
asking the minister for a special report on this issue. When the President of the 
republic twice said that his communication was tapped, none of the mPs asked 
the directors of the security agencies, relevant ministers or the head of Bureau for 
coordination of security services to explain how that would be even possible and 
who is responsible. if we accept an impression that one of our interviewees shared, 
that there is a serious coordination among the party leaders and the prominent 
mPs who are mostly members of important committees, such as ccss and cdiA, 
one may ask oneself whether the mPs are suggested not to create the fuss in such 
situations. For the national Assembly to reach the status in practice that is envis-
aged in the constitution, it is necessary for a start to strengthen and improve the 
procedures for fulfilling the control function, as well as to provide sufficient train-
ing and education to the mPs on how to use them. 

regular reports do not provide the mPs with all the necessary information

One of basic instruments of oversight of security institutions is consideration of 
regular reports that the line ministers and directors of services submit to the re-
sponsible committees. in practice, consideration of regular reports does not enable 
effective oversight of implementation of anti-corruption policies and measures, for 
two reasons. Firstly, neither the laws on the security institutions nor the bye-laws 
nor the standing rules and Procedures of the national Assembly, define which are-
as should be covered by those reports, i.e. what data they should provide. secondly, 
there is still no established practice of regular consideration of the reports – this 
primarily refers to the committee for defence and internal Affairs.

in practice, regular reports of the ministry of defence do not contain complete in-
formation on management of human and material resources: namely, the reports 
do not contain the data on property sales or leases, or the data on calls for ap-
plications for vacant posts and disciplinary procedures59. the ministry of interior’s 
reports do not contain the information on how the budget was utilized, on public 
procurements or management of human and material resources. Furthermore, the 
ministry of interior’s reports do not contain the data on the number of special 
evidence-gathering measures (according to the cPc) applied during the report-
ing period.60 this can be explained to a certain extent by the fact that the moi’s 
reports to the responsible committee have not been clearly defined, which was 
discussed above. When it comes to the regular reports of the security services, they 

59  Response of the Ministry of Defence to the questionnaire sent by BCSP on 5 March 2014.

60  Interview with Konstantin Samofalov, an MP. Interview with Momir Stojanović, an MP.
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do not contain the information on confidential procurements, which participate 
significantly in the total amount of resources available to the procurement depart-
ments61, but the mPs have the possibility to ask the directors of the services at the 
sessions in which their reports are being considered.62 regular reports of the serv-
ices contain the number of special procedures and measures for secret intelligence 
gathering applied during the reporting period, but regular reports of the services 
do not present the statistics on the access to the data retained by the operators.63

After the ccss was established as a separate committee there has been a timely 
consideration of regular reports of the security services; at the same time the prac-
tice of the cdiA in 2012-2014 parliament was quite different. in only one out of 
17 sessions did the cdiA consider regular three-monthly reports of the moi (two 
at the same time). regular reports of the ministry of defence were not considered 
at all, although the mod regularly sent the reports to the committee.64 Based on 
the interviews with the mPs, as well as based on the statements that could be 
heard in the committee session65, the impression is that the members of the cdiA 
blame the ministers for not having considered the reports, given that they did not 
respond to the invitation to come to the session of the committee and present the 
report. We have to take into consideration a specific position of those ministers in 
the previous government: minister of interior was at the same time the Prime min-
ister, whereas the minister of defence until 2013 was at the same time First deputy 
Prime minister and coordinator of security services. thus the ministers could use 
only a portion of their time to do the job and had an excuse of being too busy to 
come to the sessions of the committee. the question remains whether the com-
mittee should have considered the reports even without the ministers present. the 
standing rules and Procedures stipulate that the cdiA considers the report of the 
ministry of defence “which is submitted three-monthly by the minister to the com-
mittee, during the sitting of the national Assembly”; on the other hand, it is not 
explicitly said that the moi’s report to the committee should be submitted by the 
minister in person.66 this leads to the conclusion that the regulations do not stipu-
late rigidly that the minister’s presence is necessary for the report to be considered. 
in case that the minister does not come to committee session, the committee 
should certainly make the absence public and criticize it, but at the same time 
there should be a possibility for one of the assistant ministers or state secretaries 
to present the report in lieu of the minister in question. this could be regulated 

61  Interview with Jadranka Joksimović, an MP.

62  Interview with Jadranka Joksimović, an MP.

63  Interview with Jadranka Joksimović, an MP.

64  Response of the Ministry of Defence to the questionnaire sent by the BCSP on 5 March 2014.

65  Notes from the 13th session of the Committee for Defence and Internal Affairs.

66  Standing Rules and Procedures of the National Assembly of RS, Art. 49. Para 1. Item. 
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based on the law on the Bases regulating security services, which stipulates that 
in case the director of the security service could not attend the session, he/she is 
obliged to send his/her deputy or another authorized official. the way in which the 
regular reports are considered is one of the areas that could be regulated in more 
detail through internal bye-laws (e.g. decisions) of the committee. 

it also needs to be mentioned here that apart from the regular reports, the com-
mittee for defence and internal Affairs has the authority to request from the moi 
extraordinary reports from the scope of its responsibility. 67 the committee can 
also ask the minister of interior to submit the report on the work of the internal 
Affairs sector.68 in the previous parliament, the cdiA did not consider any extraor-
dinary reports of the moi.

Finally, apart from the mod’s and moi’s reports, the committee for defence and 
internal Affairs could also consider annual reports of the ministry in charge of 
foreign trade of weapons, military equipment and dual-use goods. so far those re-
ports were submitted to the national Assembly with a significant delay: the 2011 
report was submitted to the nA in June 2013; the 2010 report in April 2012, and 
the 2009 report in June 2011.69 since the law on Foreign trade in Weapons, mili-
tary Equipment and dual-use goods (2005) came into force, not a single annual 
report on foreign trade of controlled goods was considered in the sessions of the 
committees in charge of defence and internal affairs. 70 

Weak and not clearly defined reporting prevents the mPs from getting the insight 
in those aspects of work of institutions in which there is the highest risk of corrup-
tion and abuse. Without information the mPs cannot conduct effective oversight, 
and given that very often it is the case of confidential information, the mPs do not 
have other channels to obtain them. the mPs’ questions as the only remaining in-
strument to obtain the information proved in practice as insufficient – the analysis 
of the BcsP showed that the mPs relatively rarely ask questions, and the institu-
tions have limited capacities to answer the mPs’ questions.71 in that regard, it is 
necessary to strengthen the instrument of consideration of regular reports through 
a more precise definition of what they should contain and making it mandatory for 
the committees to consider those reports in the set timeframe.   

67  Law on Police, Art. 9.

68  Law on Police, Art. 179.

69  National Assembly. Response to questionnaire of the BCSP, 30 April 2014.

70  National Assembly. Response to questionnaire of the BCSP, 30 April 2014.

71  See: Erceg, V. (2014) Poslanička pitanja kao mehanizam kontrole sektora bezbednosti. Beograd: Beogradski cen-
tar za bezbednosnu politiku. [online] http://www.bezbednost.org/Sve-publikacije/5510/Poslanicka-pitanja-kao-meha-
nizam-kontrole-sektora.shtml. 
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Passiveness of the mPs and passiveness of the opposition 

One of the serious issues is the mPs’ inertia in exercising their powers and fulfill-
ing their obligations. the mPs often do not attend the sessions of the committees 
of which they are members72, they rarely ask mPs’ questions73 and they do not 
show initiative to start the debate on the burning issues. the consequence is that 
the Parliament controls and oversees the security sector only pro forma and that 
it fails to react to the obvious and serious cases of systemic corruption (see the 
inset). during the last two elected parliaments there was only one session of the 
committee scheduled after one third of its members requested it74. there are three 
factors that contribute to this situation. Firstly, at the most basic level, there are no 
sanctions if the mPs do not attend the committee sessions.75 secondly, the mPs are 
often overburdened by the responsibilities outside the Parliament, as well as by 
responsibilities related to their membership in other parliamentary bodies, delega-
tions, parliamentary assemblies of international organizations, etc. Finally, it seems 
that the mPs are not motivated to exercise their powers.

there is the question why the mPs are not motivated for the oversight of the secu-
rity institutions. Above all, there is belief that they will achieve nothing with their 
efforts, since they are lacking systemic support. “the system is set in a way that 
whatever an mP seeks, he will not get it in the way that is adequate” 76; that is why 
“he is not expected to ask relevant questions” 77. As the perception is that the whole 
political system is flooded with inertia, individual mPs feel discouraged to exercise 
their powers. We also noted that the mPs are disappointed by the poor situation in 
the institutions (e.g. in the moi), but they do not see that they individually can put 

72  Having reviewed official minutes from the nine sessions of the CDIA, we noted that there were five permanent 
members of the committee who did not attend at least two thirds of the sessions. One of those MPs did not event 
attend a single session. Only on three occasions those MPs were replaced by their alternates. The situation seems 
much better with the sessions of the CCSS, at least based on the minutes of the (six) sessions open for public and in-
formation from the sources close to the Committee. The members of the committee were regular in attendance or at 
least they sent the alternates to the sessions.  

73  During 2013 250 MPs asked the total of 593 questions (written, oral and requests for information); 17 questions 
were related to the security. For a more detailed analysis of MPs’ questions mechanism see: Erceg (2014).

74  This was the 43rd session of the Security and Defence Committee in 2008-2012 parliament, held on 30 September 
2011. http://goo.gl/fplJLz

75  Standing Rules and Procedures stipulate that the member of the committee is obliged to participate in the com-
mittee sessions (Art. 73, Para. 1), that he/she is obliged to inform his/her alternate and the chair of the committee in 
a timely manner if he/she is unable to attend (Art. 73, Para. 2), as well as that the alternate is obliged to substitute the 
member of the committee who cannot attend (Art. 73, Para 2). However, it is important to note that the Standing Rules 
and Procedures do not envisage sanctions in case these obligations are not fulfilled.  

76  Interview with Konstantin Samofalov, an MP.

77  Interview with Konstantin Samofalov, an MP.
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single problems on the agenda, nor do they believe that their efforts could have 
wider reception in the Parliament.78 

When it comes to the possible pressure of the political parties that would hinder 
individual initiative of the mPs, the findings are contradictory. On one hand, there 
are complaints that the mPs act exclusively in their party interest and that makes 
the function of an mP pointless and prevents individual initiative.79 On the other 
hand, the mPs we interviewed said that they were autonomous in their work with-
in the committees, i.e. that they did not receive instructions from their caucuses 
on what to say and that nobody prevented them from asking the questions they 
wanted to ask.80 

the dynamics of the committees’ work – or at least of the committee for defence 
and internal Affairs in 2012-2014 parliament, was certainly affected by the inactiv-
ity of the opposition mPs: those mPs were more absent, spoke less and they were 
less likely to initiate the discussion on certain topics. this seems a bit surprising, 
since it is generally expected that the control function is more in favour of the op-
positions, who can “fish for mistakes” of the ruling majority.81 the only possible ex-
planation for such an attitude of the opposition is the inability to score politically 
on the topics related to security policies and security institutions.82 Judging by the 
findings of the “Open Parliament” project (2013), the mPs from the ruling coalition 
apparently showed little interest in the ideas of the opposition, which discourages 
the opposition mPs; also, the opposition is more interested to get engaged in the 
plenary, “where they can be heard”, rather than in the committees.83 during 2013 
the online live streams of the committees’ sessions were introduced (apart from 
the sessions closed for public). Everyone we talked to, officially and unofficially, 
agreed that introduction of the online streaming affected the work of the com-
mittees, but it is still not clear in what way, i.e. whether the online broadcasting 
improve or worsen the quality of the committees’ work.

the factor that could influence the motivation of the mPs to effectively oversee the 
work of the security institutions is the fear of possible retribution. “no one is doing 
the security vetting of the people who are to become mPs”, said momir stojanovic, 

78  Interview with Konstantin Samofalov, an MP. Interview with Momir Stojanović, an MP.

79  Interview with Konstantin Samofalov, an MP.

80  Interview with Konstantin Samofalov, an MP. Interview with Momir Stojanović, an MP.

81  According to T. Fuior, in parliamentary systems, the opposition MPs take the control and oversight role more 
seriously that the ruling majority MPs, who could have ambitions to transfer to the executive power (Fuior 2011: 26). In 
that sense the parliamentary practice in Serbia is in contradiction to both intuition and theory.

82 Interview with an anonymous source close to the CCSS (2)

83 Open Parliament (2013): 17-18.
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an mP, a member of the cdiA in 2012-2014 parliament and a former director of 
the military security Agency. “not even the mPs are without sins... i personally do 
not have such a problem, but i am just speaking figuratively, as a possibility that 
is there.” 84   

culture of discretion – “fostering non-transparency”

Pmonitoring of parliamentary practice and talking to people who are involved in it, 
a certain “culture of discretion” is noted when it comes to the security institutions; 
this is present among the mPs from all caucuses. not only that the mPs have a lot 
of understanding for the needs of the security institutions, but they are convinced 
that consistent oversight could jeopardize their work, and consequently the na-
tional security. the result is that they do not fully use the powers that are bestowed 
on them by the laws and by the standing rules and Procedures.

the example for this is the avoidance to conduct budgetary control and oversight, 
which is the responsibility that was explicitly given to the committee for control 
of security services and partly (related to the expenses for the Armed Forces) to 
the committee for defence and internal Affairs. in 2012 plan, the ccss had envis-
aged the session on considering the proposed budgetary resources necessary for 
the work of security services, but this session was never held. this was explained 
by the fact that the sessions in which the regular security services’ reports were 
discussed were held after the national Assembly received the Proposed Budget 
law for 2013, so at the sessions of the committee the directors of security services 
stated that “the resources that were allocated for the work of the services were 
modest, but that they were fully aware of the economic situation in the country 
and that they therefore accepted the government’s proposal”.85 the directors also 
stated that “despite modest resources, the services would be able to fulfil their 
fundamental tasks”, therefore there was no dedicated session of the committee 
with this topic on the agenda.86 neither there was one in 2013. the ccss did not 
have a dedicated session in which they discussed the proposed budget for security 
services for 2014. We have to notice that for the members of the committee the 
consideration of the proposed budget comes down to asking the opinion of the 
security services’ directors. members of the ccss in the 2012-2014 parliament held 
sessions in which they discussed regular reports of the security services, includ-
ing the financial reports. they asked questions regarding the transparency of the 
budgets – indicating that the budget of the security services should not be shown 

84  Interview with Momir Stojanović, an MP.

85  Report of the Committee for Control of Securirty Services on conducted oversight of security services in 2012: 7.

86  Ibid: 6-7.
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at the level of appropriations, i.e. in line with the standard classification framework 
and layout of chart of accounts, since in this way the information on the opera-
tional and functional capacities of the security services may be revealed, which 
could be against the interest of national security.87 While on one hand it is clear 
that the budgets of the security services cannot be equally transparent as budgets 
of some other institutions, the members of the committee in this situation acted 
as the spokespersons of the security services, without any professional distance 
towards the institutions whose work they should oversee. 

We should also mention the position of the ccss towards the involvement of the 
Ombudsman regarding the irregularities in the actions of the military security 
Agency towards some of its members, which was shared during one of the visits of 
the committee to the Agency. namely, the members of the committee shared that 
they were “reserved towards part of the conclusion and recommendations of the 
Ombudsman in one of the cases” 88, supporting it with the opinion that “transfers of 
professional army officers, in principle, come with the military profession, therefore 
they should not be the predominant foundation to approach the Ombudsman and 
other control bodies”.89 given that a member of the military security Agency from 
the case in question had exhausted all the appeal instances before approaching 
the Ombudsman (inspector general of military services) and that the headquar-
ters of the serbian Armed Forces finally acted upon the recommendations of the 
Ombudsman90, it is unclear why the members of the ccss found it appropriate to 
publicly criticize the Ombudsman’s involvement in the case. Besides, it seems as if 
the ccss out of respect towards the Agency failed to use the opportunity to look 
into possible irregularities in the work of the service. 

Another example of the culture of discretion is the position of the chair of the ccss 
(2012-2014) that it is justifiable that the confidential procurements are not visible 
in the regular reports of the security services, although, at the same time, she was 
aware that the confidential procurements carried higher corruption risk.91 in order 
to better understand such a position, we should take into consideration the fact 
that the reports are considered in closed sessions, their contents is revealed only 
to the members of the committee, who are, by the law on data confidentiality, en-

87  Ibid: 9.

88  See the Ombudsman’s recommendations: Recommendation 17-1441/11 from 14.03.2012, Recommendation 118-
3890/12 from 23.05.2013. and Recommendation 110-268/12, from 24.06.2013.

89  National Assembly of the Republic of Serbia. Committee for Control of Security Services conducted its first visit to 
the Military Security Agency. 15.07.2013. [online] http://www.parlament.gov.rs/Odbor_za_kontrolu_službi_bezbedno-
sti_obavio_prvu_nadzornu_posetu_Vojnoobaveštajnoj_agenciji.19230.941.html

90  Information of the SAF HQ on the undertaken measures 5.08.2013. [online] http://www.ombudsman.rs/atta-
chments/2976_odgovor%20organa%20o%20postupanju.pdf. 

91  Interview with Jadranka Joksimović, an MP.
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titled to the access to confidential data.92 it is also indicative what one source close 
to the committee for control of security services said, that “there was a pretty high 
consensus in the committee that the services should be protected” 93. there is no 
difference in the position of the mPs from different political parties (ruling or op-
position, or parties of different ideological profiles) towards the security services. 
this can be an indication of a problem recognized in theory – “regulatory capture”, 
when the committee members identify with the institutions whose work they over-
see, to an extent that they lose critical perspective. this problem is particularly 
obvious in the oversight of security services, which is explained by the fact that 
the mPs receive an abundance of confidential data from the services, which “wins 
them over” and makes them part of the power structures, which they in fact should 
oversee.94 this is further corroborated by the fact that the proposed decision of the 
ccss on the method of conducting direct oversight was done in agreement with 
the security and intelligence Agency and the military security Agency.95 in one 
speech at the plenary, nenad Popovic,  a member of the ccss in the previous par-
liament and a member of the committee’s working group96 which drafted the pro-
posal of the decision on direct oversight, said that not only that the services had 
been very cooperative, but they “helped us in the committee with their advice” 97.

Finally, previous career path of an mP can also influence the relationship towards 
the institutions. While previous working experience in the security institutions 
could be a big plus for the mPs in terms of their knowledge of the practice in the 
institutions, it can also cause empathic attitude during the oversight. it was a sig-
nificant insight we got during the research that the greatest challenge for the mPs 
who are entering the committee that oversees the security institutions, is not how 
to get familiar with the work of the institutions, but the learning “what can and 
what cannot be done”.98      

92  Law on Data Confidentiality, Art. 39.

93  Interview with an anonymous source close to CCSS (2).

94  McCamus (1989) and Franks (1989) according to Caparini (2007): 14.

95  Interview with Jadranka Joksimović, an MP.

96  The working group consisted of the CCSS members, the following MPs: Igor Bečić (SNS), Nenad Milić (LDP) and 
Nenad Popović (DSS).

97  Third session of the first regular sitting of the National Assembly of the Republic of Serbia (2013). http://www.
otvoreniparlament.rs/2013/05/15/475940/page/2/

98  Interview with the source close to the CCSS (2). 
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information leaks

One of the problems in the current parliamentary practice was inadequate han-
dling of confidential data, i.e. the information leaks. reasons that may lead to this 
problem are the incomplete or inconsistent legal framework and failure to enforce 
the existing regulations, but also the lack of knowledge or integrity among the 
mPs. the information leaks can reduce the effectiveness of the oversight, since 
the security institutions do not trust the mPs, therefore they do not fulfil all their 
obligations towards the Parliament. 

during the oversight of the security institutions, the members of relevant com-
mittees receive from these institutions the data of classified in line with various 
degrees of confidentiality. in current practice it has happened that the data shared 
in closed sessions become public.99 however, the responsibility for disclosing con-
fidential information was never established. Although the information leaks do 
not necessarily come from the mPs, even suspicions could affect the security in-
stitutions to have no trust in the mPs and to not fulfil the obligations towards the 
Parliament. representatives of the security institutions occasionally share their 
dilemma on how exhaustive the reports they submit to the committees should 
be, since they believe that the confidential data may leak to public.100 the mPs 
are most likely aware of the distrust the security institutions have towards them. 
A former member of the security and defence committee and the committee for 
defence and internal Affairs said that he understood why the security institutions 
refused to share confidential data with the responsible committees, given how the 
mPs treat the data.101 

inadequate handling of confidential data does not have to be an indicator of po-
litical corruption – it can be a consequence of lack of technical preconditions or 
low level of security culture of the mPs. in the ccss’ report on oversight of security 
services for 2012 it was pointed out that one of the obstacles in the committee’s 
work was the lack of adequate premises where the sessions could be held and 
handling of the confidential data. still, at the end of 2012 it was announced that 
the national Assembly would get technically safe meeting room for the meetings 
in which the confidential data are shared and for the committees’ sessions.102 since 

99  Particulary prominent cases of the information leak from the closed session of the Defence and Security Com-
mittee  2008-2012 parliament) in October 2011 (http://www.politika.rs/rubrike/tema-dana/Nema-nove-rasprave-o-Ja-
rinju-i-Brnjaku.lt.html) and the leak of Report on defence preparations in the Republic of Serbia in 2010. (http://www.
b92.net/info/vesti/index.php?yyyy=2011&mm=06&dd=14&nav_id=518879).

100  This dilemma was shared by the members of the MD with the representatives of the BCSO on 16.06.2014.

101  Interview with Konstantin Samofalov, an MP.

102  O državnim tajnama iza zatvorenih vrata “gluve sobe”. Blic online, 5.12.2012. http://www.blic.rs/Vesti/
Politika/356491/O-drzavnim-tajnama-iza-zatvorenih-vrata-gluve-sobe. 
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2012 the meetings in which the confidential data are shared are being held here. 
Building the security culture is a much more demanding task. in other words, the 
mPs need to learn what the confidential data are and how to handle them, but also 
how to inform the public on conducted oversight without disclosing confidential 
data. At the same time, the mPs must not be discouraged to communicate with the 
public out of fear that they may disclose confidential data. in the previous parlia-
ment (2012-2014) there were examples of training and awareness raising on this 
issue103, and it is important that the training for the mPs continues after the new 
parliament has been constituted.

Additional problem in confidential data handling is the lack of bye-laws that would 
provide more specific regulations for the matter laid out in the law on data confi-
dentiality from 2009. the current legislation is not even semantically harmonized 
with the law on data confidentiality104, and the standing rules and Procedures do 
not specifically the way of handling confidential data. the outdated rulebook on 
handling the confidential materials from 1995 is still in use. this rulebookenvis-
aged unfortunate so lutions regarding distribution of confidential materials to the 
mPs via regular mail.105 Without clear legal framework, it is more difficult for the 
mPs to work with confidential data. despite this, it is not known that any of the 
committees in charge of security institutions ever reacted to this problem.      

mPs are insufficiently prepared and competent and without support in 
their work

Even if the mPs are willing and aware of importance of oversight, they do not 
have sufficient knowledge, time or support to conduct oversight and be fully ac-
tive in the committee’s work. this is particularly obvious on specific topics, such 
as oversight of financial management and public procurements. in order to have 
an mP successfully oversee financial dealings of the security institutions, it is not 
sufficient that they have a financial report in front of them; they also need to know 
how to read them and spot potential irregularities – or at least have expert sup-
port at their disposal.

103  In October 2012 the members of the CCSS participated in the conference on data confidentiality, organized by 
the OSCE. (Report of the Committee for Control of Security Services on conducted oversight of services for 2012: 16).

104  As an example, the Law on Serbian Armed Forces in the Art. 149. Item 15. One of the enlisted breaches of disci-
pline is the “violation of professional or military secret”. The Law on the National Assembly in the Art. 45. Para. 2. Item 
3. prescribes that the MPs are obliged even after the term in office has expired not to disclose “the date that represent 
the state, military or professional secret”.  The categories of military or professional secret ceased to exist when the Law 
on Data Confidentiality was adopted in 2009.

105  Rulebook on handling materials classified as the state, official or military secret and protection of those materials
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in current parliamentary practice, the caucuses had different ways of choosing 
what mPs they would propose to certain committees. the mPs can apply them-
selves to participate in the committees, they can be proposed by the fellow mPs or 
the chief of caucus decides in agreement with the party president on who is going 
to be appointed to which committee. the latter was a common practice on the 
sns caucus in the last elected parliament (2012-2014). their member momir sto-
janovic shared his surprise that despite his extensive work experience in military 
security he was not appointed to the ccss. On the other hand, we learned from him 
that the sns caucus had the practice in which the mPs who were experienced in 
a certain area shared their knowledge and prepared the mPs without experience. 
still, stojanovic believed that the selection of the committee members was crucial 
for the quality of oversight.106

Out of 39 mPs who in 2012-2014 parliament were members or alternate members 
of the cdiA, 8 had some experience in security sector, either through the work in 
security institutions or through education in the area of security and related poli-
cies. Furthermore, seven members (permanent or alternates) had some formal edu-
cation in economics (BA or mA), whereas nine of them had law degrees. regarding 
the ccss, out of 23 members (permanent and alternates), the three of them had 
some previous knowledge on the security sector – one as a former minister of de-
fence, one as a former police inspector and one alternate member as a teacher in 
safety and security. Furthermore, four members had a formal education in economy 
(one alternate member and one permanent member who left the committee after 
its 3rd session), whereas seven members (permanent and alternate) were layers 
by education. While formal education does not have to result in a more effective 
oversight, it is still an advantage in terms of easier understanding of financial re-
ports or les effort that an mP may need to assess the legality of the institutions’ 
work. What is perhaps more problematic that the lack of formal education is the 
lack of specialization in certain policies, which is notable among many mPs. the 
overview of parliamentary practice in 2008-2012 and 2012-2014 shows that the 
members of committees in charge of oversight of security institutions, were rarely 
the ones who asked the mPs’ questions on security topics, and often they were even 
less active in proposing the amendments to the laws than their colleagues who 
participated in the committees not particularly close to security policies (i.e. com-
mittee for health and Family issues). it is clear that the mPs who divide their time 
between different policies cannot be the most efficient in oversight of the security 
institutions.   

What is also noticeable is the issue of changing the representatives of certain 
caucuses in the committees during one parliament. the cdiA has 17 permanent 

106  Interview with Momir Stojanović, an MP.
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members, according to the standing rules and Procedures, and in the previous 
parliament there were de facto 16 posts, occupied by 20 mPs in total107. this is even 
more problematic when we take into consideration that the previous parliament 
was dissolved because the extraordinary elections were called, which means that 
there was less than 20 months since the previous committee was constituted.108 
given that each mP takes some time to “learn the ropes”, replacement of mPs dur-
ing the sitting parliament is something that additionally hinders the work of the 
committee.

 Additional difficulty for the mPs is the fact that they do not have associates who 
would conduct necessary analyses for them and prepare them for the sessions. in 
the absence of personal assistants, the mPs have no habit of relying on the profes-
sional services of the national Assembly, although they have nothing but praise 
for them.109 Furthermore, the number of staff employed in the professional service 
specialized in security issues is insufficient for providing comprehensive support 
to the members of the ccss and cdiA. Apart from two secretaries, the committees 
have two other staff members at their disposal, who are not formally part of the 
two committees’ secretariat, but they belong to the department for defence and 
national issues.110 the mPs are preparing for the sessions on their own, relying on 
the publications of international and national think tanks and consultations with 
the experts from the civilian sector, or relying on personal contacts in security 
institutions, from whom they can get additional explanations on certain topics.111 
Even when the mPs have the opportunity to hire associates, the assistance they get 
is limited, since the associates do not have access to confidential data. the issue 
of access to confidential data may be a problem with potential involvement of ex-
perts, who according to the standing rules and Procedures, can be invited to par-
ticipate in the committees’ sessions.112 that is how it is difficult for the committee 
for control of security services to get an independent analysis of proposed budget, 
so it does not come totally unexpected that they rely only on the assessments 
given by the directors of security services. it should be considered how to best 

107  Not counting Aleksandar Vulin from SNS, who transferred to the executive power after first session.

108  The Committee was constituted on 24 July 2012. The elections were held on 16 March 2014.

109  Interview with Konstantin Samofalov, an MP. Interview with Momir Stojanović, an MP. The study of Open Parlia-
ment shows more thoroughly towards this trend (Open Parliament: 19). 

110  Department for defence and national issues has 16 staff members, who were divided among four committees 
during 2012-2014 parliament (apart from CCSS and CDIA those were the Committee for Diaspora and the Serbs in 
the region, and the Committee for Kosovo and Metohija) (Infobil, October 2013: 15 and http://www.parlament.gov.rs/
народна-скупштина/организација-и-стручна-служба/генерални-секретар-народне-скупштине.1482.html#6198). 
The MPs have at their disposal a library with three librarians and six researchers. (Infobil, May 2013: 15). 

111  Interview with Konstantin Samofalov, an MP. Interview with Momir Stojanović, an MP.

112  Standing Rules and Procedures of the NARS. Art. 74. Para. 5.
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regulate the status of mPs’ associates and independent experts, who could be in-
volved in the committees’ work, so that they could apply for the security certificate.

establishment of good practice: committee for 
control of security services

the committee for control of security services was first constituted during the 
2012-2014 parliament, since in the new standing rules and Procedures (2010) the 
security and defence committee was split into ccss and cdiA. the committee has 
9 members. Very quickly it has managed to establish practice that was noted even 
the European commission’s country Progress report for serbia for 2013.113 the fol-
lowing improvements in control and oversight were noted:

the ccss regularly considered three-monthly reports of the security services (in-
cluding the period from April to October 2013), and with the exception of the 
military intelligence Agency’s report for April-October 2013.114 For the sake of com-
parison, the security and defence committee in the previous parliament did not 
manage to achieve regularity in consideration of reports. the annual report of the 
military intelligence Agency for 2008 was not considered until march 2010, and 
during 2011 there was no consideration on any of the regular reports submit-
ted by the institutions that this committee oversaw. According to the committee’s 
data, the regular reports of the security services also include financial reports.115 
the source close to this committee said that in the sessions in which the regular 
reports were considered, the questions on utilization of financial resources and 
public procurements were asked.116 

Within nine months since it was constituted the ccss managed to adopt the de-
cision that more precisely defined the direct oversight of security services’ work. 
After that, the members of the committee paid oversight visits to the security and 
intelligence Agency, military security Agency and military intelligence Agency, 

113  Country Progress Report on Serbia for 2013. http://www.seio.gov.rs/upload/documents/eu_dokumenta/godi-
snji_izvestaji_ek_o_napretku/izvestaj_ek_2013.pdf: 10. 

114  According to the Law on the Bases Regulating Security Services, Art. 18, a director of a security service submits an 
activity report to the responsible committee at least once in a regular sitting of the National Assembly. This would mean 
that there are at least two regular reports per year. In practice, the security services submitted three-monthly reports 
to the Committee, but often two three-monthly reports were considered together, for organizational reasons (reports 
covering the periods when the Parliament is not in sitting are considered during regular sessions). 

115  Report of the Committee for Control of Security Services on conducted oversight of services for 2012: 7.

116  Interview with anonymous source close to the CCSS (2)
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which were planned to the be the first 
in line for the annual oversight visits. 
Just for comparison, the defence and 
security committee dedicated one ses-
sion to the discussion and agreement 
on how to conduct oversight of the se-
curity services, but this did not result in 
adoption of any internal procedures or 
standards. According to the report from 
this session it is evident that the com-
mittee refused a proposal of one mem-
ber to develop the protocol on control 
of all services.117 the members of the 
security and defence committee from 
2008-2012 parliament paid one visit to 
each service, but their purpose was not 
oversight.   

important advancement was achieved 
in the practice of parliamentary con-
trol and oversight when the coopera-
tion with independent state bodies 
was established, including the state 
Audit institution, and when their report 
on auditing of the security and intelli-
gence Agency’s financial report. At the 
8th session of the committee, held at the 
end of december 2012, the participants 
included the Ombudsman, the commis-
sioner for information of Public impor-
tance and the president of the state 
Audit institution. this session was an 
opportunity to exchange opinion and to 
inform each other – both the commit-
tee and the officials in the independent 
state bodies. the first result was obvious 
on the very same day, when the chair 
of the committee, Jadranka Joksimovic, 
asked mPs’ question during the plenary 
about the inadequate premises of the independent state bodies. the initiative for 

117  10th session of the Defence and Security Committee , 09.04.2009. http://www.parlament.gov.rs/Десета_седница_
Одбора_за_одбрану.3702.43.html.

Oversight visits

According to the ccss’ decision, direct oversight 
of security services is conducted, among other 
reasons, with the aim to oversee the legality of 
application of special measures for secret intelli-
gence gathering and to oversee the utilization of 
budgetary and other resources. the official record 
of the oversight is considered at the next closed 
session of the committee, and the committee can 
decide, with the consent of the director of security 
service, to consider the record in a session that 
is open for public. however, what is surprising is 
that the decision, although very detailed, does not 
specify the method in which the case that is to be 
controlled is selected. this is important since the 
prescribed method increases the predictability of 
oversight visits, thus increasing the citizens’ trust in 
the mPs. Besides, pre-defined method enables the 
members of the committee to better manage their 
field visits. 

in July 2013 the ccss had one oversight visit in 
each of the services – security and intelligence 
Agency, military security Agency and military intel-
ligence Agency.a security and intelligence Agency, 
military security Agency and military intelligence 
Agency.  during the oversight visits to the security 
and intelligence Agency, the ccss members also 
controlled the cash box with financial resources 
for special operational needsb, and they got famil-
iar with the work of the recruitment commission.   

a “Parliamentary committee controls the work of 
VBA“, http://goo.gl/0yBj1o. “committee for control 
of security services in oversight visit to the BiA“, 
http://goo.gl/juBxv4. “committee for control of se-
curity services in first oversight visit to the VOA “, 
http://goo.gl/h4AVhB. 

b interview with Jadranka Joksimović, an mP.



41

auditing of the annual financial report of one of the services came from this ses-
sion, according to the report of the ccss. during 2013 the state Audit institution 
conducted the audit of the security and intelligence Agency’s financial report for 
2012, and the ccss considered the state Audit institution’s report in a timely man-
ner. given that the security and defence committee in the previous parliament 
never considered the reports of the state Audit institutions on audit of the finan-
cial reports of the md and the moi (audit done for the 2010 financial reports), this 
was the first time that a parliamentary committee considered a report of the state 
Audit institution on the audit conducted in a security institution. 

it is very significant that for the first time at the session of a committee in charge 
of security services control, the report of the inspector general of the military in-
telligence Agency and military security Agency was considered.118 the inspector 
general, among other issues, oversees legality of application of special measures 
for secret intelligence gathering, the legality of budget utilization and utilization 
of other resources, and it established the facts about irregularity or illegality on 
in work of the two agencies or their members.119 through consideration of the in-
spector general’s report, the link is established between the internal and external 
oversight of security services, and especially in those aspects of their work where 
the risk of corruption is particularly prominent.

in 2013 it was the first time that the annual report on control and of enforce-
ment of the law on data confidentiality from 2009 was considered; in line with 
the Art.97 of the law, the report is submitted by the minister of Justice and state 
Administration.120 

there are several factors that could explain the progress that was achieved. Prima-
rily, it is clear that by separating the committee in charge of defence and internal 
affairs from the ccss became the committee with relatively narrow scope of re-
sponsibility, so it was objectively (timely) possible t achieve not only a more con-
sistent, but also a wider oversight than it was the case with the defence and se-
curity committee. Besides, the powers and responsibilities of this committee were 
already precisely stipulated in the law on the Bases regulating security services 

118  12th session of the Committee for Control of Security Services 17.04.2013. http://www.parlament.gov.rs/12._
седница_Одбора_за_контролу.18311.43.html. 

119  Law on Military Security Agency and Military Intelligence Agency Art. 54. Para. 1. Item 2, 3. and 5. At least once a 
year, the Inspector General has the obligation to submit the report on conducted control to the relevant committee of 
the National Assembly (Law on Military Security Agency and Military Intelligence Agency Art. 54. Para. 5).

120  16th session of the Committee for Control of Security Services, 27.06.2013. http://www.parlament.gov.rs/16._
седница_Одбора_за_контролу.19017.43.html.
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(2007).121 the significance of this is even more obvious when we look at the re-
sponsibilities of the cdiA and specific authorities that stem from the nature of 
the oversight of security institutions, which were still not precisely defined, which 
certainly hinders if not entirely prevents oversight of some aspects of the md’s and 
moi’s work.

Jadranka Joksimovic, a chair of the ccss had a significant impact on its proactive 
attitude. this is best illustrated by the fact that even the members of the opposi-
tion showed respect for “great personal effort she is investing in the committee” 
122. According to a source familiar with the work of the ccss, Jadranka Joksimovic 
brought systematic and serious work back to the agenda of the committee. in the 
institutional framework in which the frequency of sessions and the agenda of the 
committee largely depend on the chair’s will, dedication of the committee chair 
is crucial for effectiveness and efficiency of the committee’s work. this can again 
be clearly seen through the contrast with the cdiA, whose work was significantly 
hindered by the fact that its chair was at the same time a director of a large public 
company (srbijagas).123 Jadranka Joksimovic contributed also through establish-
ment of good relations with the security services, which facilitated the commit-
tee’s access to the institutions whose work it oversees and it made its work more 
efficient. in order to increase the effectiveness of oversight through this increased 
efficiency, it is necessary to keep the professional distance in relation to the in-
stitutions whose work is overseen, i.e. reduce the risk of the so called “regulatory 
capture”. 

the other members also showed commitment in the ccss’ work. unlike the defence 
and security committee, where the mPs were often absent from the sessions, the 
members of the ccss were attending regularly or they at least sent their alter-
nates.124 Available records indicate that all the members participate in the com-
mittee’s work; unlike in cdiA the members of the opposition were not passive. We 
learned that one mP postponed his official travels because of the ccss’ sessions, 
which he did not do for the other committees in which he participated. Judging by 
the findings of the BcsP, there was a certain atmosphere of elitism in the commit-
tee, which most likely motivated the mPs to commit to their responsibilities. such 
elitism can be interpreted as “desire of the mPs to participate in something new” 125. 

121  In fact Art. 66. Of the Standing Rules and Procedures of the National Assembly was copied from Art. 16. of the 
Law on the Bases Regulating Security Services.

122  Interview with Konstantin Samofalov, an MP.

123  Interview with Momir Stojanović, an MP.

124  According to the minutes of (six) sessions open for public.

125  Interview with Jadranka Joksimović, an MP.
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One of the factors of success of the committee, according to those who are familiar 
with its work, is the fact that most of the sessions were closed for public, which 
prevented digressions and made the work of the mPs constructive and efficient.126 
regarding the efficiency of the committee, already mentioned consensus of values 
regarding the method of control and oversight of security services certainly played 
a significant role.

despite certain circumstances in the ccss’ work that act as obstacles in effective 
oversight (discretion culture which inhibits use of all the power; lack of alter-
native analysis, e.g. of financial reports), this committee has set the standards of 
good oversight practice that the committees in the future parliaments should try 
to reach and overcome. At the same time, there is the issue of how to sustain good 
practice. For example, the internal enactments of the committee (decision on di-
rect oversight) are not based on the standing rules and Procedures. According to 
the information from the ccss, the decision adopted by the previous committee 
remain mandatory for the upcoming committee, unless decided differently127, but it 
is unclear on which legal enactment this is founded. Besides, formally keeping the 
existing regulations does not mean that they would be enforced. Jadranka Joksi-
movic points out that even when there is adequate legislation, the oversight does 
not happen automatically, but it depends on the human factor.128 Ensuring conti-
nuity of practice in the new ccss will be a significant challenge because of the 
composition changes as well. Only 5 out of 18 previous members (permanent and 
alternates) remained in the committee, and 11 previous members were not elected 
to the parliament at all. new members will take time to “learn the ropes” and they 
will need new training on control and oversight of security sector, including the 
oversight of specific areas of work with prominent corruption risk, such as finances, 
public procurements and application of special procedures and measures. Judging 
by the current experience in both ccss and cdiA, it will be particularly important 
for the mPs to learn “what they can, and what they cannot do”, i.e. what their powers 
are and how they could use them in the most effective way, without any risk for the 
work of the institutions or for the integrity of the mPs. 

126  Interview with anonymous source close to CCSS (1). 

127  Information obtained from previous secretary of CCSS Katarina Terzić, during interview with Jadranka Joksimović.

128  Interview with Jadranka Joksimović, an MP.
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recommendations for establishment of effective 
oversight

1. Envisage in the law on Police that the national Assembly can conduct over-
sight of application of special evidence-gathering measures in the police work 
and introduce the mechanism for such an oversight (by extending the powers 
of the committee for control of security services or by giving explicit powers 
to the committee for defence and internal Affairs to conduct direct oversight).

2. through the amendments to the law on Police enable the internal control 
service of the police to approach the national assembly directly. 

3. introduce obligation for the Bureau for coordination of security services, na-
tional security council, defence inspectorate to directly report to the national 
assembly on their work. Also, envisage participation of the speaker of the na-
tional Assembly in the sessions of the nsc and participation of the ccss chair 
in the sessions of the Bureau.

4. define in a more specific way in the standing rules and Procedures the powers 
and responsibilities of the committee for defence and internal Affairs and in-
troduce more explicit powers regarding control of budget utilization and direct 
oversight.

5. Envisage special reports or special chapters in regular reports on the activities 
of the ministry of interior, ministry of defence and the services, referring to the 
implementation of the integrity plans.  

6. regulate what areas of institutions’ work should be covered by their activity 
reports and what type of data they need to submit. Pay special attention to the 
areas in which the risk of corruption is high. 

7. regulate the area of confidential data handling in the national assembly by 
enactment of the appropriate rulebook, amendments to the standing rules 
and Procedures or amendments to the law on data confidentiality.  

8. standing rules and Procedures should enable the committees to adopt perma-
nent internal enactments that would regulate their work. 

9. Envisage the possibility that an authorized official can submit reports on be-
half of ministers so that the absence of ministers would not be the obstacle to 
hold the sessions in which their reports are considered. 
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10. implementation of training for the mPs should continue and all the mPs, and in 
particular the new ones, should be enabled to participate in the training. the 
training should pay particular attention to confidential data handling, but they 
should also show the mPs how to use their powers correctly in order to ensure 
effective oversight without jeopardizing efficiency of the security institutions.

11. the mPs should be educated and stimulated to use more actively the instru-
ments of mPs’ questions, public hearings, and as needed, investigative commit-
tees or commissions.  

12. the mPs should use more actively external experts, alternative information 
sources on the issues from their area of responsibility, as well as strengthen 
cooperation with foreign parliaments. the aim is not to be fully dependant on 
those whose work their committee oversees. 

13. strengthen caucuses through allocation of a portion of the nArs’ budget  for 
hiring parliamentary officers and for their education and specializations at the 
level of caucuses in the areas relevant for the committees.
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1. interview with an anonymous source close to the ccss (1), conducted on 
8.10.2013.

2. interview with an anonymous source close to the ccss (2), conducted on 
27.11.2013.

3. interview with Jadranka Joksimović, an mP, conducted in Belgrade, 08.04.2014.
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PartnershiP FOr integrity in security sectOr

about the Project

in 2013 the Belgrade centre for security Policy launched its most ambitious ever project 
in the fight against security sector corruption. the project combines research and advocacy 
efforts the end goal of which is the establishment of a “Partnership for integrity in the 
security sector of serbia”.

the BcsP aims to enable the harmonisation of complex processes and efforts on the part 
of the government, independent state bodies and society directed at integrity building and 
the fight against corruption in three key security sector institutions: the ministry of defence, 
the ministry of the interior and the security information Agency.

in order to achieve such ambitious goals, the BcsP team will undertake a series of activi-
ties, each of which relates to a specific anti-corruption policy priority and contains a robust 
advocacy component:

 ■ research of risks that threaten the integrity of the security sector institutions and over-
sight of policies and measures designed to buttress the integrity of security sector 
institutions;

 ■ supervision of the execution of public procurements conducted under the new law on 
Public Procurement;

 ■ reporting on the performance of oversight and control by the three relevant national 
Assembly committees – the defence and internal Affairs committee, the security sector 
control committee and the committee on Finance, state Budget and control of Pub-
lic spending – and especially in terms of strengthening anti-corruption measures and 
building integrity in the serbian security sector;

 ■ communicating with the public via interactive products in order to inform them about 
the integrity of the security institutions and to receive information from the public on 
corruption in the institution with which they have the most contact – the police. this is 
why the corruption risk map website has been extensively updated and expanded to 
include a map of police corruption in serbia and a virtual profile representing the ‘ideal 
police officer’. 

successful research depends on well established methodology. this is why a special meth-
odological framework has been developed on the basis of previous research projects, such 
as mapping and monitoring of the security sector of the republic of serbia, the corruption 
risk map and A-cOP: civil society Against Police corruption.

the Partnership for integrity in the security sector project is supported by the united 
states Agency for international development (usAid) as part of the civil society Forward 
project coordinated by the institute for sustainable communities.
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about the Belgrade centre for security Policy

the Belgrade centre for security Policy (BcsP or, in serbian, BcBP) is an independent re-
search centre that devotes its efforts to improving the security of individual citizens and 
society as a whole. the focus of the centre’s interests are policies aimed at the improve-
ment of human, national, regional, European and global security. the Belgrade centre for 
security Policy realises its objectives through research, analysis and practical policy pro-
posals, advocacy, education, publishing and specialist support for security sector reform in 
serbia. the centre also supports the networking of all stakeholders in the security commu-
nity. BcsP’s research efforts are focused primarily on security policy in serbia but include 
the security dynamic in the Western Balkan region, Europe and beyond. On the basis of 
research outputs, BcsP develops policy proposals that contribute to the development of 
human security, the consolidation of security sector reform, the strengthening of security 
cooperation and the European integration of the Western Balkans.

the Belgrade centre for security Policy was founded as the centre for civil-military rela-
tions (ccmr) in 1997 as a civil society organisation dedicated supporting the democratisa-
tion of serbia and advocating for radical reform of its security sector. during the 17 years 
of its existence the ccmr produced more than 300 printed and electronic publications and 
completed dozens of projects. the ccmr focused on highly significant subject areas in the 
fields of security sector reform and security studies such as, amongst others, democratic 
and civilian control of the state’s means to apply force; legal regulation of the security sec-
tor in serbia; protection of the human rights both of civilians and those employed in the 
security sector; and also security cooperation and integration in serbia. during this period 
the ccmr tackled and raised awareness of new and thus far under-researched subject 
matter such as private security companies, the interaction of economic and security issues 
and public oversight of the application of special measures and procedures by the security 
services. in order to better reflect the broader scope of its research orientation; in 2010 
the centre for civil-military relations changed its name to the Belgrade centre for security 
studies.

BcsP is a member of, and has initiated, many national and international civil society net-
works. BcsP is, for example, a founding member of the prEugovor coalition of civil society 
organisations that has since 2013 engaged in monitoring the implementation of policies in 
the rule of law (chapter 23) and freedom, security and justice (chapter 24) and that makes 
practical policy recommendations for the further democratisation of serbia by using the 
Eu integration process as a framework. BcsP is also one of the leading organisations in 
the internal affairs group of sEKO, a sector-based organisation of civil society actors, and 
a coordinating member of the working group for chapter 24 of the national convention 
on the European union. BcsP also participates in the OscE network of think tanks and 
Academic institutions.
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BcsP has signed memoranda of understanding that formalise its cooperation with a 
number of organisations and institutions which include: the serbian ministry of defence; 
the serbian government office for Eu integration; the institute of comparative law; the 
national democratic institute; the Association for Euro-Atlantic integration (Jagello 2000) 
in the czech republic; the centre for European and north Atlantic Affairs in slovakia; the 
centre for democracy and human rights (cEdEm) in montenegro; the centre for security 
cooperation in south Eastern Europe (rAcViAc); the institute for international relations in 
croatia; the centre for security studies in Bosnia-herzegovina; Analitika in macedonia; and 
the institute for democracy and mediation in Albania.

BcsP launched its research programmes focusing on the accountability and integrity of 
security sector institutions with the “mapping and monitoring of the security sector of 
the republic of serbia”1, which was the first project in serbia to methodically and com-
prehensively analyse the current state of and progress made by reforms of the country’s 
security sector. the research outputs of this project and the recommendations they fostered 
were published as the “yearbook of security sector reform in serbia 2008” (dangraf/ccmr 
2012). in 2012 BcsP, supported by the Anti-corruption Agency, executed a systematic map-
ping  project relating to corruption risk in the security sector and published its findings in 
book form, “corruption in the security sector of serbia” (BcsP, 2013), and online, www.ko-
rupcija.bezbednost.org. As part of the A-cOP: civil society Against Police corruption project 
BcsP produced an assessment of corruption in the serbian police (“Assessment of Police 
corruption in serbia”2, BcsP, 2014) and formed an A-cOP working group of ten civil society 
organisations from across serbia in order to enhance civil society participation in fighting 
police corruption. Finally, transparency international uK has twice selected BcsP to evalu-
ate the integrity of the defence sector in serbia for the international research project, the 
government defence Anti-corruption index.

1  Donors: The Royal Norwegian Ministry of Foreign Affairs and the Fund for an Open Society

2  Donors: The Delegation of the European Union to the Republic of Serbia and the Office for Cooperation with Civil 
Society of the Government of the Republic of Serbia
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